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NATIONWIDE® HIPAA NOTICE OF PRIVACY PRACTICES  

 

THIS NOTICE DESCRIBES HOW PROTECTED HEALTH INFORMATION ABOUT YOU MAY BE 

USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE 

REVIEW IT CAREFULLY.  
 

The terms of this Notice of Privacy Practices apply to Nationwide Life Insurance Company®, National Casualty 

Company and the area within Nationwide Mutual Insurance Company® that performs healthcare functions. In 

this Notice, "Nationwide" or "We" means the healthcare functions of Nationwide Life Insurance Company, 

which is a hybrid covered entity, the healthcare functions of National Casualty Company, and Nationwide 

Mutual Insurance Company, a business associate. As permitted by law, Nationwide will share protected health 

information (PHI) of members as necessary to carry out treatment, payment, and healthcare operations. 

 

We are required by HIPAA and certain state laws to maintain the privacy of our members’ PHI and to provide 

members with notice of our legal duties and privacy practices with respect to their PHI. We are required to abide 

by the terms of this Notice so long as it remains in effect. We reserve the right to change the terms of this Notice 

of Privacy Practices as necessary and to make the new Notice effective for all PHI maintained by us. Copies of 

the revised notices will be mailed to all current plan members or insureds.   

 

Protected health information (PHI) that is the subject of this Notice is information that is created or received 

by Nationwide; and relates to the past, present, or future physical or mental health or condition of a member; the 

provision of health care to a member; or the past, present, or future payment for the provision of health care to a 

member; and that identifies the member or for which there is a reasonable basis to believe the information can 

be used to identify the member. It includes information of persons living or deceased.  

 

USES AND DISCLOSURES OF YOUR PROTECTED HEALTH INFORMATION  
 

Your Authorization. Except as outlined below, we will not use or disclose your PHI for any purpose unless you 

have signed a form authorizing the use or disclosure. You have the right to revoke that authorization in writing, 

unless we have taken any action in reliance on the authorization.  

 

Disclosures for Treatment, Payment and Health Care Operations.  We will make disclosures of your PHI as 

necessary for your treatment, payment, and/or health care operations.  For instance, for your Treatment, a doctor 

or health facility involved in your care may request information we hold in order to make decisions about your 

care. For Payment, we may disclose your PHI to our pharmacy benefit manager for administration of your 

prescription drug benefit. For Health Care Operations, we will use and disclose your  PHI as necessary, and as 

permitted by law, for our health care operations, which include responding to customer inquiries regarding 

benefits and claims. 

 

Family and Friends Involved In Your Care. With your approval, we may from time to time disclose your PHI 

to designated family, friends, and others who are involved in your care or in payment for your care in order to 

facilitate that person’s involvement in caring for you or paying for your care.   

 

If you are unavailable, incapacitated, or facing an emergency medical situation, and we determine that a limited 

disclosure may be in your best interest, we may share limited PHI with such individuals without your approval.   
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Business Associates. Certain aspects and components of our services are performed through contracts with 

outside persons or organizations. At times it may be necessary for us to provide some of your  PHI to one or 

more of these outside persons or organizations.  In all cases, we require these business associates by contract to 

appropriately safeguard the privacy of your information. 

 

Other Health-Related Products or Services.  We may, from time to time, use your PHI to determine whether 

you might be interested in or benefit from treatment alternatives or other health-related programs, products, or 

services which may be available to you as a member of the health plan. For example, we may use your PHI to 

identify whether you have a particular illness, and advise you that a disease management program to help you 

manage your illness better is available to you. We will not use your information to communicate with you about 

products or services which are not health-related without your written permission.  

 

Information Received Pre-enrollment.  We may request and receive from you and your health care providers 

PHI either prior to your enrollment in the health plan or the issuance of your policy. We will use this 

information to determine whether you are eligible to enroll in the health plan and to determine your rates. We 

will protect the confidentiality of that information in the same manner as all other PHI we maintain and, if you 

do not enroll in the health plan we will not use or disclose the information about you we obtained without your 

authorization. 

 

Other Uses and Disclosures. We are permitted or required by law to make certain other uses and disclosures of 

your PHI without your authorization. We may release your PHI for any purpose required by law. This may 

include releasing your PHI to law enforcement agencies; public health agencies; government oversight agencies; 

workers compensation; for government audits, investigations, or civil or criminal proceedings; for approved 

research programs; when ordered by a court or administrative agency; to the armed forces if you are a member 

of the military; and other similar disclosures we are required by law to make.  We may release your PHI to your 

plan sponsor, provided your plan sponsor certifies that the information provided will be maintained in a 

confidential manner and not used in any other manner not permitted by law. 

 

OTHER PRIVACY LAWS AND REGULATIONS: 

 

Certain other state and federal privacy laws and regulations may further restrict access to and uses and 

disclosures of your personal health information or provide you with additional rights to manage such 

information.  If you have questions regarding these rights, please send a written request to your designated 

contact. 

 

RIGHTS THAT YOU HAVE  
 

Access to Your Protected Health Information. You have the right to copy and/or inspect much of the PHI that 

we retain on your behalf. All requests for access must be made in writing and signed by you or your personal 

representative. We may charge you a fee if you request a copy of the information. The amount of the fee will be 

indicated on the request form.  A request form can be obtained by writing your designated contact.    

 

Amendments to Your Protected Health Information. You have the right to request that the PHI that we 

maintain about you be amended or corrected. We are not obligated to make all requested Amendments but will 

give each request careful consideration.  If the information is incorrect or incomplete and we decide to make an 

amendment or correction, we may also notify others who work with us and have copies of the uncorrected 

record if we believe that such notification is necessary.  A request form can be obtained by writing to your 

designated contact.   

 

Accounting for Disclosures of Your Protected Health Information. You have the right to receive an 

accounting of certain disclosures made by us of your PHI.  Requests must be made in writing and signed by you 

or your personal representative.  A request form can be obtained by writing your designated contact.  
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Restrictions on Use and Disclosure of Your Protected Health Information. You have the right to request 

restrictions on some of our uses and disclosures of your PHI.  We are not required to agree to your restriction 

request.  A request form can be obtained by writing your designated contact.  

 

Communications With You. You have the right to request and we will accommodate reasonable requests by 

you to receive communications regarding your PHI information from us by alternative means or at alternative 

locations. A request form can be obtained by writing your designated contact.   

 

Complaints. If you believe your privacy rights have been violated, you can file a written complaint with your 

designated contact as explained in the “Contact Information” section, below.  You may also file a complaint 

with the Secretary of the U.S. Department of Health and Human Services, Office of Civil Rights, in writing 

within 180 days of a violation of your rights.  There will be no retaliation for filing a complaint.  

 

CONTACT INFORMATION 

  

If you have any questions about this statement, need copies of any forms or require further assistance with any 

of the rights explained above, contact us by calling the telephone number on your ID card if applicable, or mail 

your request to:     

ATTN: HIPAA Privacy and Security Officer 

Administered by Consolidated Health Plans 

2077 Roosevelt Ave 

Springfield, MA  01104 

 

As a member, you retain the right to obtain a paper copy of this Notice of Privacy Practices, even if you have 

requested such copy by e-mail or other electronic means.  

 

EFFECTIVE DATE  
 

This Nationwide HIPAA Notice of Privacy Practices is effective April 14, 2003. 

 

 
 

 

 

 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Nationwide, the Nationwide framework, and On Your Side are federally registered service marks of Nationwide Mutual Insurance Company.  Nationwide 
Specialty Health is a service mark of Nationwide Mutual Insurance Company.   
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FACTS WHAT DOES NATIONWIDE DO WITH YOUR PERSONAL INFORMATION?  

  

Why? Financial companies choose how they share your personal information. Federal and 
state law gives consumers the right to limit some but not all sharing. Federal and state 
law also requires us to tell you how we collect, share, and protect your personal 
information. Please read this notice carefully to understand what we do. 

What? The types of personal information we collect and share depend on the product or 
service you have with us. This information can include:  

 Social Security number, government issued identification, and contact 
information 

 Policy, account, and contract information 

 Credit reports and other consumer reports 

How? All financial companies need to share customers’ personal information to run their 
everyday business. In the section below, we list the reasons financial companies can 
share their customers’ personal information; the reasons Nationwide chooses to 
share; and whether you can limit this sharing.  

 

Reasons we can share your personal information Does Nationwide 
share? 

Can you limit this 
sharing? 

For our everyday business purposes— such as to 
process your transactions, maintain your account(s), 
respond to court orders and legal investigations, or report to 
credit bureaus  

Yes No 

For our marketing purposes— to offer our products and 
services to you 

Yes No 

For joint marketing with other financial companies  Yes No 

For our affiliates’ everyday business purposes— 
information about your transactions and experiences  

Yes No 

For our affiliates’ everyday business purposes— 
information about your creditworthiness 

Yes Yes 

For our affiliates to market to you Yes Yes 

For nonaffiliates to market to you Yes Yes 

 

To limit our sharing  Call us toll free at 1-866-280-1809 and our menu will prompt you through your 
choices.   

 If you have previously opted out, your preference remains on file and you do not 
need to opt out again. 

 Please have your account or policy number handy when you call. 
Please note: If you are a new customer, we can begin sharing your information 30 
days from the date we sent this notice. When you are no longer our customer, we 
continue to share your information as described in this notice. However, you can 
contact us at any time to limit our sharing.  

Questions? 1-844-413-2681 

 

Who we are 

Who is providing this notice? Nationwide Life Insurance Company 

What we do 

How does Nationwide protect my 
personal information? 

To protect your personal information from unauthorized access and 
use, we use security measures that comply with federal and state 
law. These measures include computer safeguards and secured 
files and buildings. We limit access to your information to those who 
need it to do their job. 
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How does Nationwide collect my 
personal information?  

We collect your personal information, for example, when you:  

  Apply for insurance 

 Make a payment or file a claim 

 Conduct business with us 
We also collect your personal information from others, such as 
credit bureaus, affiliates, or other companies. 

Why can’t I limit all sharing? Federal and state law gives you the right to limit only: 

 Sharing for affiliates’ everyday business purposes—information 
about your creditworthiness; 

 Affiliates from using your information to market to you; and 

 Sharing for nonaffiliates to market to you.  
State laws and individual companies may give you additional rights 
to limit sharing. See below for more information.  

Definitions 

Affiliates Companies related by common ownership or control. They can be 
financial and nonfinancial companies.  These companies include 
Nationwide Life Insurance Company, Nationwide Bank, and 
Nationwide Property and Casualty Insurance Company. Visit 
nationwide.com for a list of affiliated companies. 

Nonaffiliates Companies not related by common ownership or control. They can 
be financial and nonfinancial companies.  

Joint marketing A formal agreement between nonaffiliated financial companies that 
together market financial products or services to you.  

Other important information 
California Residents:  We currently do not share information we collect about you with affiliated or nonaffiliated 
companies for their marketing purposes. Therefore, you do not need to opt out.  
 
Nevada Residents: You may request to be placed on our internal Do Not Call list. Send an email with your phone 
number to privacy@nationwide.com. You may request a copy of our telemarketing practices. For more on this Nevada 
law, contact Bureau of Consumer Protection, Office of the Nevada Attorney General, 555 E. Washington St., Suite 3900, 
Las Vegas, NV 89101; Phone number: 1-702-486-3132; email: BCPINFO@ag.state.nv.us. 
 
Vermont Residents: For Vermont customers only.  We will not share your personal information for marketing purposes 
with the Nationwide family of companies or third parties without your authorization, except as permitted by law. 
 
AZ, CA, CT, GA, IL, ME, MA, MT, NV, NJ, NM,  NC, ND, OH, OR, and VA Residents: When we refer to “Information” we 
mean information we collect during an insurance transaction (not including medical record information). We will not use 
your medical information for marketing purposes without your consent. We share personal information with nonaffiliates 
without your prior authorization as permitted or required by law. They may use it to investigate fraud, respond to court 
orders, and conduct actuarial studies.   We share it with insurance regulatory authorities and law enforcement. We share 
it with consumer reporting agencies.  They may retain it or disclose it to other companies with which you do business.  
These other companies use and disclose it to others as permitted by law.  We obtain reports prepared by an insurance-
support organization.   The insurance-support organization keeps copies and discloses them to others.  You have a right 
to access and correct your Information as described below. 
 
Accessing your information 
You can ask us for a copy of your personal information.  Please send your request to the address below and have your 
signature notarized.  This is for your protection so we may prove your identity. Please include your name, address, and 
policy number.  You can change your personal information at Nationwide.com or by calling your agent.   We can’t change 
information that other companies, like credit agencies, provide to us.  You’ll need to ask them to change it.   

Consolidated Health Plans 

Attn: Privacy Officer 

2077 Roosevelt Ave 

Springfield, MA 01104 
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